Ransomware Reality Check Required

OpenText Cybersecurity 2023 Global Ransomware Survey

Findings show growing concern about ransomware attacks and the use of AI by threat actors; confusion over who is at risk.

### Spotlight Findings

#### Optimism Bias is Still Prevalent When It Comes to Ransomware Attacks.

- **46%** Nearly half of SMBs and enterprises have experienced a ransomware attack.
- **65%** The majority of SMBs still believe they are not or aren’t sure they are targets.
- **54%** Similarly, over half of enterprises don’t think they are the target.

#### SMBs and Enterprises Share Similar Concerns When It Comes to Ransomware Attacks, Including the Growing Use of AI by Threat Actors.

- **90%** The majority of SMBs are extremely or somewhat concerned about a ransomware attack.
- **87%** Similarly, the majority of enterprises are concerned about a ransomware attack.
- **54%** One-half of SMBs and enterprises fear AI use by threat actors will increase risk for an attack.

#### Talent Shortage Drives Increased Interest in Outsourcing Skills

- **52%** More than half of SMBs outsource security to a MSP or channel provider.
- **42%** Twice as many SMBs say they will outsource security to a MSP or channel provider, with numbers on the rise.

#### Meanwhile, Many Believe Their Security Budgets Are Adequate, But Budget Plans Tell a Different Story...

- **65%** The majority of businesses believe their security budgets cover all their bases, yet over half of enterprises and SMBs plan to increase their security budgets.
- **40%** Enterprise
- **31%** SMBs
- **37%** SMBs
- **41%** Enterpris

This upcoming year, SMBs and enterprises look to increase their budgets up to 20%:

- **33%** 45% plan to increase budgets by 5 to 10%
- **33%** 3 plan to increase budgets by 10 to 20%...
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